
© 2022 Protiviti – Confidential. Protiviti is not licensed or registered as a public accounting firm and does not issue opinions 
on f inancial statements or offer attestation services. All registered trademarks are the property of their respective owners.

APP Compliance Assessment

How Protiviti Can Help 

Goal: Our goal is to assist organisations comply with the APPs and other relevant privacy 
legislative and regulatory requirements. This is conduted through assessment of current 
capabilities, identifying areas of non-compliance and opportunities for improvement, and 
providing practical advice and guidance to uplift your organisation’s privacy framework.

Protiviti assists organisations in achieving compliance w ith the Australian Privacy Principles (APPs), as defined in 

the Australian Privacy Act (Cth) 1988, and other similar legislative and regulatory requirements. We help 

organisations understand the impacts of legislative and regulatory requirements, assess and remediate privacy gaps, 

and implement changes to achieve and maintain compliance.

Purpose 

Limitation

Assess the effectiveness of controls to ensure personal information is only collected, 

held, used, or disclosed for defined, reasonable and law ful purposes. Your 

organisation’s direct marketing activities w ill also be assessed against APP 

requirements.

Notification

Evaluate your organisation’s privacy policies and privacy notices to gain assurance 

that individuals are informed about personal information processing in a clear and 

transparent manner.

Third Party 

Assurance

Perform a risk assessment and due diligence on third parties your organisation shares 

personal information w ith, particularly overseas third parties. The assessment w ill 

validate the third party’s privacy and data protection capabilities.

Data Security

Perform a detailed assessment on capabilities to protect the confidentiality and 

integrity of personal information, and prevent unauthorised access, modif ication and 

disclosure.  

Data Breach

Conduct an assessment on capabilities to prevent, detect and respond to breaches of 

personal information, including validating compliance of reporting procedures w ith the 

Notifiable Data Breaches (NDB) scheme.

Access and 

Correction

Validate procedures to accurately identify personal information and provide access to 

individuals or rectify information upon request.
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